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Dear Parents/Guardians, 

Last week, as part of our ongoing, proactive approach to Internet Safety and digital 

technologies our school Digital Leaders organised assemblies for each Phase in the school. We 

would like to give a big thank you to Marie Claire Friar for preparing the presentations with our 

Digital Leaders and for organising the Leaders to present the assembly to all our year groups. 

Well done to all our Digital Leaders. 

Following on from the assembly and in response to a number of questions asked of Marie 

Claire we would like to draw your attention to the following; 

An increasing number of pupils are indicating that they regularly use social media platforms 

such as SNAPCHAT and/or FACEBOOK to communicate with friends. Our presentation made it 

very clear that these platforms are age restricted and it is the opinion of the school that no 

primary school child should have access to these platforms. 

It is the responsibility of parents/guardians to be fully aware of their child’s online activity. The 

school will NOT become involved in situations where pupils behave inappropriately on a 

social media platform outside of school. We would recommend to parents who are concerned 

about instances of online bullying or abuse that they report it to the appropriate authorities. 

All social media platforms have a contact procedure for such instances. 

If you allow access to social media platforms the following measures may help you monitor 

your child’s online activity. 

1. Agree that you can have access to their phone whenever you want. Check the phone 

regularly. 

 

2. Ensure you know what apps they are using and they are age appropriate – know their 

passwords. 

 

3. Monitor the history of their calls, messages, contacts, pictures and websites 

 

4. Talk to your child regarding the dangers of social media – 1 in 5 children talk to a 

stranger every day through social media. 

 

5. No child needs a phone/ipad in their bedroom at night. 

Yours Sincerely 
 
D. O’Hagan 
Principal 

 

http://www.stmarysbanbridge.co.uk/


 


